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Six-day ISTE Approved FDP on 
“Cyber Security and Ethical 
Hacking” 

About FDP:  
The aim of this program is to promote research aspects in internet security, familiarize with 

tools available for network scanning, identify and synthesize needs for internet security techniques 

(firewall, honeypots etc.), share information and practical awareness for data and system protection 

from cyber-attacks (prevent, detect and respond) etc. The FDP will start with an overview 

of cybersecurity aspects to help the audience understand the importance in real life scenarios. This FDP 

is planned into two parts: ethical hacking hands-on sessions and technical cyber security sessions. The 

technical session part of the FDP will focus on the most challenging contemporary issues 

in cybersecurity, Cyber Forensics and Cyber Crime in the real world. The hands-on session part will 

extend the discussion to address the practical evaluation of security tools and techniques.   

 

Objective of FDP: 

1. The aim of the course is to introduce the methodologies and framework of ethical hacking 
for enhancing the security. 

2. The course includes-Impacts of Hacking; Information Security Models; 
Information Security Program; Business Perspective; Planning a Controlled Attack; 
Framework of Steps (Reconnaissance, Enumeration, Vulnerability Analysis, Exploitation, 
Deliverable and Integration) 

3. Sharing information related to Recent trends and R&D on cutting 
edge cyber security technologies and its ecosystem. 

Number of Participants Registered: 210 

Number of Participants successfully completed the FDP: 77 

 

Content and Resource persons: 

1. Dr. Deven Shah, Vice-Principal, TCET 

Cyber Security-Need of the Hour 

2. Mr. Dayanand Ambavade, SPIT 

Hands-On Network Tools and FTP, HTTP, DHCP and Firewall Configuration 
3. Dr. Narandra Shekokar, HoD, D. J. Sanghvi COE 

Cyber Threats and Mitigation in Smart Computing 

4. Mr. Suresh Menon, Leonis Consultancy LLP 

Cyber security / sensitisation crimes, Zero Trust, Cyber Laws 

5. Mr. Shiv Kumar Ramgiri, Sr. Manager, HDFC Bank LTD 

Digital Banking Frauds and Secure Banking Tips 

6. Dr. Thomas Schwarz, Marquette University, USA 

Cyber Forensics Tools 

7. Mr. John D’Annunzio, CRS 

Recent Trend and Research Directions 
8. Dr. Saurabh Patil, HoD, Comp. Dept, XIE 

Website Phishing Attacks, Email Spoofing, Password Cracking 
9. Mr. Kunal Meher, Comp. Dept, XIE 

Exploiting Windows &Android OS, MITM Attack 
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